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CRITICAL INFRASTRUCTURE COMPLEXITY 
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REQUIREMENTS AND TENSIONS
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MODEL-DRIVEN SECURE ARCHITECTURE 

SPECIFICATION
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DATA PROTECTION IMPACT ASSESSMENT
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SAFETY AND SECURITY CO-ANALYSIS
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• Critical infrastructures are becoming increasingly complex and need to 

address a wide-range of potentially conflicting requirements

• Model-driven systems engineering can be used to support the design and 

validation of critical infrastructures in order to address these requirements

• Up-front investment with long-term benefit

• AIT has extensive experience modelling systems to address requirements for

• Security

• Privacy and data protection

• Safety and security

• Risk management

CONCLUSION
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